
Protect your
school from data
loss, viruses and
ransomware with
Trend Micro
Computer viruses can cause a great deal
of disruption to the successful management
and smooth running of the school network.
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How it works
The threat to the network is constantly increasing as 
new viruses are identified all the time. It is therefore 
important that all workstations and servers are covered 
to protect you against ransomware, malware, viruses 
and new variants as they come about.

Complete
protection

Easy to
manage

Multi-platform 
support

Trend Micro offers comprehensive 
protection against ransomware, 
malware, viruses, spearfishing, 
spyware, bots, trojans and other 
threats; all are identified and dealt 
with appropriately. Threat protection 
also includes URL filtering, device 
control, firewall, web reputation and 
application control to help ensure a 
very secure school network.

Trend Micro’s cloud management 
console makes the solution very 
simple to manage and supports up to 
10,000 devices. Hosted and updated 
by Trend Micro you can have peace of 
mind that your protection is always 
up to date.

Trend Micro provides protection for 
PCs, Macs, iOS & Android devices 
and servers. It also gives enhanced 
security of Office 365 mail and Gmail 
by leveraging sandbox malware 
analysis for ransomware and other 
threats.

RM Education and Trend Micro

RM have partnered with global security experts, Trend Micro, to deliver the best-in-class security 
services for schools. Trend Micro has been committed to making the world safe for exchanging digital 
information for 30 years - security is the company's entire focus. We have partnered with Trend Micro 
as we believe the security services they have available to schools are unmatched anywhere in the 
market and their deep level of knowledge means that they will continue to grow and develop their 
services as the threat landscape continues to change. 
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RM Education and Trend Micro

Trend Micro Cloud Cloud App
Security

Trend Micro
on-premiseAs part of the Trend Micro Cloud, which is hosted and

maintained by Trend Micro, the school will benefit
from complete device protection with centralised
control on Windows, Mac, iOS and Android device
platforms. Ensuring protection against common and
unknown threats including ransomware, malware,
spearfishing and many more.

Included in Trend Micro Cloud is Hosted Email
Security - a cloud based antispam filter that can be
used with any mail server on premise, as well as
Office 365 and G Suite. Also included is Cloud App
Security which gives enhanced security of Office 365
mail by leveraging sandbox malware analysis for
ransomware and other threats.

This cloud option also blocks URLs leading to malware
and detects attacks already in progress and threat
intelligence helps guard against the next attack.

Cloud App Security allows schools to use cloud 
services while maintaining security. It protects 
incoming and internal Office 365 mail and cloud 
file-sharing services such as OneDrive, SharePoint 
and Google Drive from advanced malware, phishing 
and other threats by investigating the behaviour of 
suspicious files. If the content is deemed malicious,
it’s dealt with appropriately in a virtual sandbox.

Cloud App Security can be used alongside your
current antivirus solution. It integrates directly with
Office 365/G Suite and other services using APIs,
maintaining all user functionality without rerouting
email traffic or setting up a web proxy.

For schools that do not want to remove their existing 
server designated to Antivirus / Security but will
require protection against ransomware and other 
threats, on any platform, then Trend Micro on-premise 
is the solution needed to meet the school’s protection 
needs. The on-premise solution includes Trend Micro’s 
Worry Free Advanced product combined with Hosted 
Email Security. 

Find out more 
about Trend Micro 

by emailing

networks@rm.com

Trend Micro Security Options

•	 Scans incoming & internal messages in real-time 
•	 Scans mail store for security or content violations 
•	 Quarantines suspicious email 
•	 Reports on security violations 
•	 Control attachments with True File type filtering 

•	 Simplifies compliance with DLP & regulatory 
templates Blocks phishing attacks with dedicated 
Web Reputation filter

ScanMail for 
Exchange
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If you are interested in learning 
more about Trend Micro please

Email:  

networks@rm.com 

Telephone: 

0800 046 9798

Head office: 140 Eastern Avenue, Milton, Milton Park, Abingdon, Oxon OX14 4SB

Find out more

Find out more

http://rm.com/networks
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